BANKS NEVER
ASK THAT

Scammers use urgent
messages and fake links
to trick you into giving up
personal information.

Never click a link or share
login info unless you're
absolutely sure it’s legit.

GET MORE TIPS AT
BanksNeverAskThat.com
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OFIT
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HOW TO STAY SAFE:

1. Ignore unexpected texts
asking for account access.

2. Don’t click on strange or
shortened links.

3. Contact your bank directly
through a known number.

4. Remember: Banks will never
pressure you by text.
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